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Key Points for Project: 

I. Attention to surveillance and surveillance technologies is rising. In the workplace, 

the growth in technological surveillance possibilities intersects with the issue of 

worker autonomy-control. 

II. There is an understandable fear that there is an inexorable march toward more 

surveillance, more employer control, and as a result major harm to workers' job 

quality and dignity.  

III. In our project, we would like to better understand the processes that might – or 

not – lead to such outcomes.  

IV. Although we sympathize with the apprehensive sentiment regarding how 

technological evolution could tighten employer surveillance of workers and 

impair their autonomy, based on our and others’ work, we make a limited 

number of observations that problematize the "inexorable march" prediction 

above: 

a. Not all surveillance is "bad" surveillance from the workers' perspective. For 

example, surveillance could be employed to improve workplace safety. 

b. Workers are not docile subjects and are, under certain circumstances, able to 

push back: block the introduction of surveillance technologies (including the 

redeployment of already existing technologies for surveillance purposes), and 

even force the rolling back of already existing technologies.  

c. Employers and employees are at the center of the struggle over surveillance 

technologies in the workplace, but they are not alone. Others play important 

roles in this power play. Two actors that should not be ignored are 

technology producers/disseminators and public authorities. The former 

shape the contours of technology and have a vested interest in spreading it. 

The latter could take action to both facilitate the spread of technology but 

could also regulate to bound its use and spread. There are also several 

workplace contexts in which worker surveillance may be effectuated not only 

by managers, but by third parties like the state (e.g. in regulated workplaces) 

and by consumers.  

d. To put it succinctly the decisions of a) what to develop; and b) what to deploy 

are not purely technical but are inherently part of a political process which 

plays out differently in different sectors and different societies/ political-

economic-regulatory systems. 
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Stage I:  Modeling Workplace Surveillance over the Long Term 

In the project’s first stage, we intend to explore the process of diffusion of workforce 

surveillance at a general level. As a first step, we intend to draw on diverse disciplinary 

perspectives to create a new conceptual framework for analyzing such processes. Through 

an extensive review of multiple literatures, we will place the current and evolving state of 

surveillance technologies and practices in the workplace in the long-term history of 

managerial control techniques that have arisen since the industrialization and growth of the 

factory system (Taylor, 1911, 1913; Nelson, 1995).  Here we hypothesize that the primary 

driver of surveillance in the workplace is not technology per se, but the logic of 

accumulation and profit on the one hand, and the balance of power or politics of the 

workplace on the other (Miller and O’Leary, 1987; Dubal, 2023).   

Employers have long sought and adapted various methods for monitoring, measuring, 

comparing, and disciplining their workforces.  Those methods range from the more 

mechanical or today’s digital devices for accumulating data on workers, their lives, and their 

workplace performance, to more invasive psychological and sociological practices for 

getting workers to reveal their thoughts, feelings, values, and attitudes so that they can be 

attuned and oriented to the expectations of the job (Kaufman, 2010; 2008; Levy, 2018; 

Pasquinelli, 2023).  As today these surveillance methods attach to workers at the place of 

work but also may monitor them in their personal lives (Meyer, 1981). 

Depending on their relative power, including worker organization, political lobbying, and 

ability to mobilize public sentiment, workers have either resisted such practices, put up 

limits and guardrails on the extent of surveillance, or have been able to negotiate and adapt 

surveillance to meet their own needs.  Such agency has often involved law and the state, 

where workers have been able to mobilize government to investigate and pass legislation to 

limit practices, often in accord with both implicit and explicitly articulated concepts of ethics 

and value.  On the other side, employers have often been aided by technology producers as 

well as technological enthusiasts who have made a case for the long run social benefit of 

unfettered adaption (which often works in their own self-interest) or the inevitability of it 

occurring (Kasana, 2022; Mak, 20121). 

Looking to the present, the study will consider what is similar and what is different today 

about the workplace practices of surveillance.  Do the methods and techniques employed 

involve new areas of surveillance, and new challenges, or are they consistent with long-term 

practices.  How much of a difference does the quantity of data and speed with which it can 

be collected matter?  Have values about surveillance and privacy shifted in different 

societies to make workplace surveillance either easier and more routine, or are values 

increasingly at odds with the deep penetration of surveillance in the work and daily life of 

employees? How should we understand the dynamics of workplace surveillance alongside 

related—but conceptually distinct—dynamics, like workplace automation, and the use of 

predictive algorithms in managing workers? Likewise has the institutional framework of 

work shifted in ways that promote greater surveillance or are there also more opportunities 

for worker resistance and agency? Among the institutional factors to be considered are the 

structure of the surveillance producer industry, the types of work amenable to surveillance, 
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the state of worker organization, and the legal framework and precedents in operation 

regarding new technologies of surveillance (Levy, 2023; Jacoby, 1985). 

The goal of this first part will be to establish the model for studying surveillance in the 

workplace empirically in the second phase.  That model will emphasize relative power and 

agency, institutional framework, flexibility in the adaptation, use, and control of 

technologies, as well as the importance of the macro-economic environment and job 

structure.  

Stage II:  Case Studies 

In Stage II we plan to focus our research on two industries in two different locations in a way 

that will maximize study of the variables we most care about. Our choices are the American 

hospitality industry in Chicago and the advanced mining industry in Ontario and British 

Columbia in Canada.  

Workers in the hospitality industry are disproportionately low-skilled immigrants, often 

people of color, and predominantly women (see: https://www.unitehere1.org/about-local-

1/ ). Some of them are unionized. But overall, these are low-paying jobs and worker 

struggles over pay are prevalent. In general, technological innovation has underpinned the 

evolution of surveillance in this industry (Guerrier and Bohane, 2013; Lynch et al., 2021; 

Zhao et al., 2023). 

In advanced mining, on the other hand, workers are highly skilled, extremely well paid, and 

in great demand. Further, much of the surveillance technologies developed and deployed do 

not (at least at the beginning) have worker control and productivity as the main impetus but 

instead aim to increase health and safety and provide better essential communication in a 

physically challenging environment.    

Accordingly, how have worker surveillance-related processes in those very two different 

industries unfolded? Our research will proceed on four fronts: (a) worker focused (e.g., how 

do workers perceive surveillance and how do they respond to its expansion?);  (b) the 

institutions and power relations established in the past examining how long-term historical 

context shapes surveillance practices in these sectors; (c) the policy-political context of 

technological decisions, rules, and regulations; (d) research on the surveillance technology 

developers/providers who may drive technological change and adoption.  

At a later stage, we plan to expand our research model to other cases – both in North 

America and elsewhere.  

Key Questions to be Addressed 

We address several general questions in this project. First, how does an increase in worker 

surveillance come about? In extant research it is implicitly assumed that employers are 

inherently interested in expanding worker surveillance to increase productivity and 

minimize worker behavior that results in adverse workplace effects. However, while that 

might be true (or might become so) in many industries it might not always be the case, for 

example the development of wearables, one of the most intrusive forms of surveillance, is 

https://www.unitehere1.org/about-local-1/
https://www.unitehere1.org/about-local-1/
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now prevalent in the mining sectors, where the main impetus has been to monitor health in 

order prevent life threatening health outcomes and assist with rescue and relocation efforts 

when needed. Surveillance for the purpose of worker protection and surveillance for the 

purposes of managerial control often co-exist; to what extent can these motivations be 

analytically separated?  

Further, little is known about how employers set about achieving whatever targets they 

pursue with surveillance. Given the ubiquitous nature of monitoring technologies, it may be 

easier than ever before to introduce new forms of surveillance with little worker attention 

(Swell and Wilkerson, 1992). Second, once data is collected how and who decides what the 

meaning of that data is:  for example, do more emails written per workday signal higher or 

lower productivity? Third, what actors are involved in the practice of surveillance and what 

roles do they play? Beyond workers and employers, a host of other actors play a role in 

affecting surveillance: government regulators; arbitrators and courts; firms that develop 

surveillance technologies and instruments to analyze the massive digital data inputs 

generated by surveillance; customers that contribute to the practice of surveillance (e.g., 

through grading individual performance), etc. Fourth, should surveillance-enhancing 

measures be stalled, regulated, or even rolled back? If so, how? Which policies would be 

most effective in accomplishing such goals? Fifth, what are the implications of enhanced 

technological surveillance for workers? This relates also to the question of whether the 

acceleration in the development of digitally based surveillance technology creates a 

qualitative leap in terms of how workers experience technology.  

Below, we elaborate further on the questions we wish to address as part of this project. 

a. Given that workers should be considered agents and not merely passive 

objects of employer actions, in our future research we intend to focus on 

how, if at all, workers push back against surveillance.  By this we mean both 

how they may resist what they regard as over surveillance or unethical 

surveillance.  But we also consider ways that workers may adapt technology 

to serve their own needs.  The question of worker resistance is not entirely 

new (Ball 2010; Hanley and Hubbard, 2020), but previous work largely failed 

to tease out the impact of discrete factors on surveillance. There is emerging 

work on workers adapting technology to their own purposes (Spektor et al., 

2023). Among the factors, we intend to investigate:  

 

i. The importance of business cycles for the timing of surveillance 

technology introduction. We might assume that workers' capacity to 

resist employer initiatives of this type is reduced during economic 

slowdowns when worker layoffs are more likely.  

 

ii. Differences in worker pushback across sectors and professions. There 

are vast power disparities between workers in different economic 

sectors, which obviously determine their ability to resist or adapt 

surveillance, but there could also be significant differences in 
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organizational and professional culture that matter. For example, the 

norm of academic freedom is still sufficiently powerful to mobilize 

faculty against administrative encroachment in a way that is unheard 

of in other professions. 

  

iii. Differences across countries or states. Institutional differences, 

especially as they are manifested in legal codes and work 

councils/unions' influence matter greatly for surveillance regimes as 

demonstrated in the fact that in the U.S., firms are not required to 

report to workers they are being surveilled and American law gives 

workers little recourse against workplace related surveillance.  In 

France, by contrast, not informing workers would constitute a 

criminal offence and employers must consult with the work council in 

advance with respect to new surveillance measures (Rogers, 2023; 

Hodges, 2006). Cultural differences might also play a role. It is 

possible, for example, that Swedes have comparatively greater trust 

in new technologies.  See for example, Gnambs and Appel (2019) on 

Europeans' trust of robots and Petersén (2018) on Swedes willingness 

to have microchips implanted under their skin.  Such cultural norms 

may result in higher worker tolerance for digital monitoring. 

  

iv. Gender differences. On the one hand, a common characterization of 

women is that they are relatively docile and are more willing than 

men to take orders in the workplace (Anker, 1997). This might suggest 

that resistance to surveillance – or anything else – would be weaker in 

women-dominated workplaces and professions. On the other hand, 

some studies indicate that women hold more negative attitudes 

about being monitored than men (Stark et al., 2020), which might 

increase their motivation to resist. At the same time women might 

feel more vulnerable to sexual harassment at work, and we might 

hypothesize they would be more willing to adapt surveillance 

technologies in ways that afford them greater protection.  Regardless, 

historically surveillance practices have been more prevalent in 

services such as retail in which the majority of workers are women. 

 

v. Class differences. Lower-skilled workers with lower incomes tend to 

work under economically precarious circumstances (e.g., they are 

more easily replaced than high-skilled workers). This should adversely 

affect their motivation to resist surveillance.   

  

b. When are workers, and their representatives, involved in the introduction of 

surveillance measures? How are the results different relative to conditions in 

which workers are not involved in the process? Clearly, where workers are 

unionized, the likelihood that they would be consulted in the process of 
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surveillance introduction is greater (Ball, 2010; 2021). In fact, in a survey 

(sponsored by a British trade union), it was found that union members were 

twice as likely as non-union members to be consulted on the introduction of 

new technologies into their workplaces (Prospect, 2021). Nevertheless, we 

know little about what forms of surveillance matter most in negotiations 

between employers and workers and what employers care most about.  

 

c. What role does government play in the process of technological surveillance 

introduction/roll back? Clearly, governments make the rules and as such 

should be able to facilitate surveillance or, conversely, set limits to its scope, 

which would also include limits on the utilization of data collected for one 

purpose (e.g., safety) to be used to police another (e.g., productivity).  

 

Furthermore, government could be the focus of significant lobbying efforts 

on behalf of different stakeholders. We should not assume, however, that 

lobbying is symmetrical; in the U.S. over recent decades, for instance, the 

finance and business sector have invested far more in lobbying than 

organized labor has (Hacker and Pierson, 2010). 

 

A related question is whether the partisan identity of government matters for 

policymaking around worker surveillance. There is a rich research literature in 

political science dedicated to the ideological, or interest-based, differences 

between right and left and how policy is affected. While the traditional focus 

of such work is on redistribution-oriented policies (Bobbio, 1996), in recent 

decades a right-left policy divide expanded to other areas such as the 

environment (Jahn, 2023). It might be hypothesized that right-leaning 

governments would be more supportive of employer surveillance practices as 

the right is more closely associated with employers as a political constituency 

than the left and endorses a neoliberal approach of minimal intervention in 

markets (and therefore employer practices).  

 

Last but not least, not all governments are the same.  As suggested before 

many national systems have different fundamental sets of laws and 

regulations about the collection and use of individual data. This is apparent 

also at the meta-national level; for example the very active privacy agencies 

at the EU level would make many surveillance technologies developed and 

deployed in other societies illegal no matter which party is in power.  

 

d. What role do the producers of surveillance technologies play in the process? 

Does their involvement stop at the point of production or are they engaged 

in efforts to reshape work environments in ways that would make these 

more amenable to the introduction of their preferred new technologies? If 

so, how is this accomplished? There is little doubt that surveillance 

technology producers have much to gain if these technologies become 
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pervasive in workplaces (Clawson and Clawson, 2017). Technology producers 

could play a reactive role by offering technical support to employers to adapt 

existing technologies for surveillance purposes. Of course, they could also 

actively promote their products and even lobby government to create a 

favorable legal framework for their introduction. They may also be crucial to 

creating a favorable ideological climate that sweeps up users and adapters in 

a compelling narrative of the future that encourages a bandwagon effect in 

adoption (Schlogl, Weiss, Prainsack, 2021). 
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